
 

 

 

 

 

 

 

Privileged Identity 5.5.3.1 Release Notes 

May 22, 2018  
 

New Features and Enhancements: 

• Added an option in the Web MFA Settings to always check MFA even when the login challenge fails. 

• Test Access for Linux Password Verification now returns Shell Error codes. 

• Impersonation can now be based on Group Membership. 

• System Target filtering has been added to SSH Key lookup via the Web Service. 

• No longer testing the connection to a system during Login Calls if the Authentication Server entry matches the 

name of the Domain. 

• Added Full Screen and Keyboard options to the RDP Settings for Launch App. 

• SSH Integration with PA. 

• Management Console now has Delegation Permissions for SSH keys. 

• Password encryption is now enabled by default. 

• Added Create Key and Map Key to the Web Service API calls. 

• Added a database name variable command-line argument to propagation steps. 

• Added a Web Service API to spin passwords using existing settings. 

• Improved the ability to edit the stored account name for entries in the personal password list. 

• Added sorting capabilities to all columns in the personal password store. 

 

Issues Resolved: 

• Resolved an issue that caused the Find Exact System option on the Systems page to return an error when getting 

systems. 

• Resolved an issue that caused the Passwords page to not be displayed if a Low-Powered user only had Request 

Access permissions on the account. 

• Resolved an issue with saving User Panel information. 

• Resolved an issue with Updating Personal Password details. 

• Resolved an issue with Delegation permissions sometimes being deleted when Offline Update Tenant Machines 

were added or removed. 

• Resolved an issue with a Password Request Favorite being created when a Launch Application Favorite using 

Shadow Accounts was added. 

• Resolved an issue with launching applications using Favorites failing if Launch Application Comments were required. 

• Resolved an issue with DUO logins attempting to use Integrated Windows Authentication instead of explicit 

Username/Password. 

• Resolved an issue with SysInfo not providing the correct information on AIX and possibly also on Solaris. 

• Resolved an issue with Application Launch if Password Checkout Comments are Required. 

• Resolved an issue with showing files that were Checked In. 

• Resolved an issue with File Store Request Grant email alerts saying the Request had been denied. 

• Resolved an issue with Collection Enumeration causing problems with Importing/Exporting Permissions. 

• Resolved an issue with looking up Stored Accounts for systems causing Username Filters to return inaccurate results. 

• Resolved an issue with viewing Windows Accounts under the Accounts Menu. 

• Resolved some layout and grammar issues on the Help window related to 2 Factor Web Authentication settings. 

• Resolved an issue with only one server not containing a SQL credential causing the job to return an error, while other 

servers do have SQL credentials. 

• Resolved an issue with upgrading to 5.5.3.x and needing to have the database table views dropped. 

• Resolved an issue with Shared Lists being renamed to “*”. 

• Resolved an issue with the SSH Key Name not being populated in the Name field of the Alternate Administrator 

window. 

• Resolved an issue with archiving RSA1 keys. 

• Resolved an issue with Dynamic Type Mapping for Target Discovery not correctly identifying Linux targets. 

• Resolved an issue with the Management Console not requiring a System Name when importing Shared Credentials. 

• Resolved an issue where Web Per-System permissions displayed all systems in a Management Set. 

 

Notes: 

• Compatible with 18.1.2 RS, 18.1.2 PA, 17.1.5 RS and 17.1.9 PA. 

• Compatible with ECM 1.2.0.1071+. 
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External Version 

https://www.bomgar.com/support/changelog/remote-support-18-1-2
https://www.bomgar.com/support/changelog/remote-support-17-1-5
https://www.bomgar.com/support/changelog/privileged-access-17-1-9
https://www.bomgar.com/support/changelog/endpoint-credential-manager-1-2-0

