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Privileged Identity – ECM Plugin 18.4.1.154 Release Notes 

 

January 3, 2019 

 

New Features and Enhancements: 

• In environments where the SAML IdP returns user info with domain context (e.g., username@domain.com), the 

SAML user can be correlated to an explicit identity with the same username in PI. 

• PI admins can now create systems and credentials using the System Name rather than the Namespace as the 

domain portion of the credential. 

• For Windows Jump Items, domain credentials can be returned for all known domains rather than only those 

matching the endpoint’s primary domain. 

 

Issues Resolved: 

• Resolved a potential connection issue caused by a bug in the .NET framework; this is seen only in environments 

where the IIS site hosting the PI web service allows only TLS v1.2. 

• Resolved an issue in which domain credentials could be returned in the list for a Web Jump Item even if the setting 

was disabled in the plugin configuration. 

• Resolved an issue that could prevent credential retrieval or checkout when a cached authentication token had 

expired and a new token was needed. 

 

Notes: 

• The Privileged Identity – ECM Plugin is compatible with: 

o Privileged Access 18.3.3 

• Requires Endpoint Credential Manager 1.2.3.1094 or higher. 


