
Base 7.1.0 Release Notes
March 5, 2024

New Features and Enhancements:

l Users can now specify the AWS Secret Manager encryption key.

Issues Resolved:

l Resolved an issue affecting OAuth email with CNAME records.
l Resolved an issue where Generation 2 Hyper-V appliances showed incorrect information on the Health page.
l Resolved an issue with RDP upload in web consoles.
l Resolved an intermittent issue with errors on the email tab.

Notes:

l Base 7.1.0 supports upgrades from Base version 6.1.1+.
l Base 7.1.0 is certified for GA for all currently supported appliance models.
l Base 7.1.0 is verified for:

o 24.1 RS
o 24.1 PRA

l KMIP support was deprecated in Base version 6.0.0. As of that version, customers could not add a new KMIP integration, however
existing integrations were supported. As of Base 7.1.0, KMIP support is fully removed and replaced by Secret Store. Customers
may use local key storage or configure Secret Store to manage keys using AWS Secrets Manager. Customers must first delete
any KMIP configurations, or the Base 7.1.0 upgrade attempt automatically halts.

l This version includes essential security upgrades to OpenSSH 9.7, libssh 0.10.6, and OpenSSL 3.0. Operating systems
dependent on legacy encryption methods such as SHA-1, TLS 1.1, or TLS 1.0 may not be accessible. Before upgrading, confirm
the operating systems of your endpoints are capable of newer encryption methods.
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