
External Version 
 
 

Page 1  Bomgar Product Management | pm@bomgar.com 

Privileged Identity 5.5.4.1 Release Notes 

 

January 3, 2019 

 

New Features: 

• Added a new Web Application and Web Service setting to allow remote access to checkout and respect 

password checkouts. 

• Added new options to Zone Processors and Deferred Processors to ignore retry jobs and/or de-elevation job. 

 

Issues Resolved: 

• Resolved an issue with the Disconnected Account Management service stopping. 

• Resolved an issue with AppLauncher and Session Recording not starting correctly. 

• Resolved an issue with Disconnected Account Management clients excessively logging. 

• Resolved an issue where refreshing a CLR extension related to an Account Store would cause an installation 

window to appear. 

• Resolved an issue where uploading a password file to the Web Service using the keyboard would not have the 

same results as when using the mouse. 

• Resolved an issue with some jobs being unable to complete due to waiting on retry or de-elevation jobs. 

• Resolved an issue with the impersonation to group ability. 

• Resolved an issue with Disconnected Account Management not elevating properly. 

• Resolved an issue with returning a false positive when attempting to manage a non-existent account name in 

Azure. 

• Resolved an issue with various cloud extensions not refreshing correctly. 

• Resolved an issue with retrieving personal passwords through the Web Service. 

• Resolved an issue with whitespace not being handled appropriately in the search filters. 


