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Defendpoint Windows Client Release Notes 
Software Version: 4.4.145.0 SR1 
 
Release Notes 
 
Bugs Fixed 

• 31957, 59199, 59380, 59710, 59711, 60137, 64024 – The properties of network 
adapters can now be viewed using PGNetworkAdapterUtils on Windows 10. 

 
• 56958, 63738, 65035 – Chrome extensions are no longer removed when is 

installed. 
 

• 51002 – Debugging Web projects using Visual Studio no longer causes high CPU 
usage. 

 
• 61894, 62864 – UAC prompts are correctly triggered when using shortcuts that 

have the Run As Administrator option selected in Advanced Properties. 
 

• 53814, 56195 – The sandboxing extension for IE is removed when sandboxing is 
disabled. 

 
• 55899 – The Outlook add-in is removed when sandboxing is disabled. 

 
• 51358 – Applications with the MSI uninstall feature enabled can now be 

uninstalled. 
 

• 59581 – Fixed an issue that was causing applications to incorrectly match as 
children of fast-running processes. 

 
• 61646 – Anti-tamper rules are correctly enforced when a service rule is applied to 

the service. 
 

• 62308 – Fixed a compatibility issue with NokiaMgr so that it doesn't require a 
hook exclusion to function correctly. 
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• 64073 – Fixed a compatibility issue with LogMeInToolkit.exe so that it doesn't 
require a hook exclusion to function correctly. 

 
• 62320 – Using the Run as Administrator option correctly triggers a UAC prompt 

if a passive on-demand rule is applied. 
 

• 60175 – Untrusted instances of Notepad only have read-only access to files 
located outside of the user's profile. 

 
• 16277, 27021, 45938, 59855 – Removed support for privilege management of app 

containers, which are used by applications such as Cortana, Edge and Windows 
Store Apps. 

 
• 65229 – Improved resiliency between PGMessageHost and the Defendpoint 

Service. 


